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Career Objective:
          Interested in long term opportunities providing responsibilities to architects, implementing the DEVOPS activities in AWS Cloud Computing environment and supporting AWS cloud in enterprise level.
Professional Summary:
· Over 5+ years of Experience in Implementing Organization DevOps strategy in various environments of Linux servers along with adopting cloud strategies based on Amazon Web Services.
·  Hands on experience Linux Administration, Shell Scripting, AWS Administration, GIT, Jenkins
· Hands on experience on Docker and Ansible.
· Performed continuous Build and Deployments to multiple environments. 
· Managed Daily Builds and Releases to QA and Debugged Build failures and worked with developers and QA people to resolve related issues.

· Analyzing application logs in order to determine the possible cause of issues and reporting errors directly to the Dev team.  
· Docker containerization.
· Experience in Amazon Web Services (AWS) like VPC, EC2, S3,Glacier, ELB, Autoscaling, IAM, RDS, Route 53 and Cloud Watch, SNS , Cloud Front, Cloud formation etc.
· Utilized Cloud Watch to monitor resources such as EC2, CPU memory, Amazon RDS DB services, DynamoDB tables, EBS volumes to set alarms for notification or automated actions and to monitor logs for a better understanding and operation of the system.
· Hands on experience on AWS Network Configuration VPC, IGW, Subnets, and Route tables etc.

· Utilize Amazon Glacier for archiving data.
· Deploy Jenkins to completely provision and manage AWS EC2 instances, EBS volumes, etc

· Migrated existing infrastructures over three AWS accounts into VPCs managed by Cloud formation templates.
· Configured and managing Security Groups and NACLs in AWS. 
· Knowledge on setting up ELBs with Autoscaling 
· Created AMI images of the critical EC2 instances as backup using AWS CLI and GUI.
· Created RDS instances as per the requirement.
· Configuring Cloud Watch for Monitoring Instance, RDS, ELB’s etc.

· Managing Backups of Instances and EBS storage using scripts.

· Create and configure S3 bucket with restricted policies.

· Designing and Deploying Highly scalable infrastructure using ELB and Auto Scaling groups 
          Experience in CloudWatch and CloudTrail

          By using cloud watch VPC Flow Logs, Elastic Load Balancer access

·   Build CloudWatch dashboards

· Experience with automation tools such as CloudFormation

· Analyze CloudFormation issues and resolve

· Experience with AWS CodeCommit repository

· Knowledge of security best practices in AWS

· Patch Management

· Creation of IAM and S3 Policies

· Strong problem-solving and communication skills
Technical Skills:

Web Server
              :  
Apache Tomcat.

Operating Systems                : 
Linux (Red Hat 4/5/6), Ubuntu, Windows NT, 2000/03/07.
Cloud Technologies               : 
AWS
Scripting languages               : 
Shell scripting ,YAML,JSON and Python
Configuration Management : 
Ansisble 
CI/CD Tools                           : 
Jenkins
SCM tool : 
Git, Github.

Build tool                                    : 
Maven, Jenkins

Container tool                            : 
Docker and K8S
Database                                     : 
RDS,Oracle 9i,10g

Tracking tool                              : 
Jira

Educational Qualifications:
· Master of Computer Applications from Sri Venkateshwara University, Tirupati.
Employments History:

· Working as a AWS DevOps Engineer  in Aspect Technology Center India Pvt Ltd, Bangalore 
from April-2021 to till date.
·  Worked as a System Engineer  in Cignex datamatics, Bangalore from  feb 2018  to  Mar 
2021.
Work Experience :
Company
           

:   Aspect Technology Center India Pvt Ltd , Bangalore.               

Client 
 
          

:   HSBC 
Designation
           

:   AWS DevOps Engineer
Responsibilities:
· Installation of Jenkins, Installations of various pluggins based on requirement.

· Installation and configuration of Git, merging code from develop branch to master branch and make it ready for deployment.
· Launching and configuring of Amazon EC2(AWS) Cloud Servers using AMI's (Linux) and configuring the servers for specified applications using Jenkins
· Working on Continuous Integration and Continuous Deployment. (CI/CD)
· Creating Pipeline jobs, Maven jobs, Freestyle jobs

· Build the files like .jar ,.war based on requirement using  Maven.

· Deployment of the application into tomcat server.

· Designing and implementing fully automated server build, management, monitoring, and deployment solutions spanning multiple platforms.
· Implementation of AWS Lambda.
· Configured Cloud watch alerts.

· Configured Yum at Server / client side for packet management. 
· Creating the docker images
· Creating the docker containers based on the requirement and installing applications on the container.
· Deployed and monitor scalable  infrastructure on Amazon web services (AWS) & configuration management.
· Setup and launch Amazon Linux and RHEL and Windows ec2 instances, network interface with Elastic IP’s.
· Configured and managing security groups and VPC.
· Configured and managing ELBs and S3.
· Created AMI images of the critical ec2 instance as backup using AWS CLI and GUI.

· Created support case with AWS for any critical issues and follow-up.

· Monitored and worked on alerts for Web server Application pool.
Company
           

:  Aspect Technology Center india Pvt Ltd , Bangalore.               

Client 
           

            :  Henry Schein, Inc
Designation
          
 
:  AWS Admin.
Henry Schein, Inc. (Nasdaq: HSIC) is a solutions company for health care professionals powered by a network of people and technology. With more than 22,000 Team Schein Members worldwide, the Company's network of trusted advisors provides more than 1 million customers globally with more than 300 valued solutions that help improve operational success and clinical outcomes.
Responsibilities:
.
· Setup/Managing Linux Servers on Amazon (EC2, EBS, ELB, Security Groups and IAM).

· Setup/Managing VPC, Subnets make connection between different zones

· Setup/Managing Databases on Amazon RDS. Monitoring servers thorough Amazon Cloud Watch, SNS

· Creating/Managing AMI/Snapshots/Volumes, Upgrade/downgrade AWS resources (CPU, Memory, EBS)

· Manage and configure AWS services as per the business needs (ELB, SNS, EC2, Route 53, S3,  RDS, Cloud Watch, IAM, and VPC.

· Backup and recovery of RDS instances.

· MySQL Database security, creating users and managing permissions.

· Installed and Setup Web Servers ( Apache and Tomcat ), DB Server ( MySQL)

· Strong Experience in Amazon EC2 setting up instances, VPCs, and security groups.
· Worked on Production Server's on Amazon Cloud (EC2, EBS, RDS, and S3).

· Setting up databases in AWS using RDS, storage using S3 buckets and configuring instance backups to S3 bucket.

· Excelled on creating AMI (AWS Machine Images) that utilizes ELB (Elastic Load Balancer) and Auto Scaling.

·  Used AWS CLI to automate backups of ephemeral data-stores to S3 buckets, EBS.
· Created alarms in Cloud watch service for monitoring the server performance.

· Implemented, deployed and maintained cloud infrastructure using AWS.
· Maintaining the user accounts (IAM), RDS, Route 53, SNS services in AWS cloud.

Previous Work Experience:
Company
           :          Cignex datamatics, Bangalore, India.
Designation
           :          AWS Sysops Administrator
Responsibilities:
· Installing all Linux flavors OS, Configuring and binding system with domain. 
· User administration, creating, modifying and deletion. 

· Installing applications on Linux flavors. 

· Giving permission to user though ACL. 

· RPM package management, installing, upgrading and removing. 
· Disk administration Creation of logical volumes 
· Developed firewall to allow customers to connect to clusters remotely with full root access in isolation from company's networking.
· Creating and Resizing Linux Partitions with LVM
· Diagnosing the system hard ware issue and resolving. 

· Administering and monitoring System Performance, disk space and memory
· User administration and management like add/change/delete.
· Generating the reports and uploading in the centralized location.
· Scheduling Daily, Weekly and Monthly Full Backups.
· Monitoring the health checkup of servers by running scripts in daily basis.
· Identify disk failure ,NIC card failure ,Tape drive failure and informed to the hardware team to replace them.

· Start and stopping services/ monitoring services

· File   Permissions like, SetUID and StickyBit.

· Maintenance and scheduling backup jobs using cron-tab.
· Expertise with configuration, deployment and troubleshooting of AWS services which may include, EC2, S3, machine Learning (Polly & Transcribe), IAM, Trusted Advisor, Developer Tools, Cloudwatch, and Systems Manager in addition to others.

· Automate security controls, governance processes, and compliance validation on AWS

· Work closely with developers to implement continuous delivery systems and methodologies on AWS

· Build tools and processes to support the infrastructure
· Informally train and share AWS knowledge within the team

· Experience with industry standard IaaC tooling such as CloudFormation

· Experience with implementing logging, monitoring, and alerting on AWS

· Understanding of networking concepts on AWS and available solutions for connecting and managing traffic between cloud provider networks and between VPCs and on-premises networks

· General understanding of common industry compliance standards and AWS tools/services used to monitor and reach those standards.
· Responsible for the maintenance, configuration, and reliability of cloud-hosted infrastructure and systems, including improvements to AWS infrastructure through analysis of Key Performance Indicators (KPI's).

· Performs service lifecycle management on a continuous basis while maintaining SDLC status of additional components.

· Document work for leadership, update/create Standard Operating Procedures, and brief management and customers related to daily tasks.
 
