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Professional Profile
· Having 9.6 years of Experience in the domain of Identity & Access Management and production support for Security and Banking domain related applications.
· Experienced in Sail Point Identity IQ, Sailpoint IdentityNow, and Directory Servers.
· Experience in maintaining user life cycle management.  
· Having experience in building the different types connectors using the Sailpoint Identity IQ.
· Worked on different types of Certifications (Access Reviews).

· Supporting the ForgeRock deployment activities in higher environments.
· Experience in Software development lifecycle (SDLC), Including requirements gathering &Analysis, Design, Implementation, Documentation, Testing, Maintenance and Support. 

· Ability to work independently as well as in a team environment.

· Excellent Interpersonal skills, outstanding problem solving and decision-making skills.
IT Exposure
· Security Product/ Toolkit                    
:   Sail Point Identity IQ, Sail Point IdentityNow and            CyberArk                                                                                                  
· Application/Web Servers                            
:   Jboss, Apache Tomcat.

· Programming Languages
        

:   Core Java.
· IDEs and Tools                                             :   Eclipse and NetBeans.
· Database Directories                          
:   MS Active Directory, LDAP and Sun One Directory.                       

· Operating Systems
                      
:   Windows 2000/2003 Server.

· Database

                      
:   Oracle 9i/10g.

Work Experience

· Infosys, Hyderabad, India – from July-2017 to till Date
· Cognizant Technology solutions, Hyderabad, India – from July-2016 to June-2017.
· IGATE Global Solutions Limited, Hyderabad, India – from June-2014 to June 2016.
· Polaris Software ltd, Bangalore, India – From Nov - 2011 to June-2014.
Educational Qualifications: 

· Bachelor of Technology (B.Tech) in Computer Science and Engineering from Jawaharlal Nehru Technological University (JNTU), Hyderabad, Andhra Pradesh, India. Passed in the year 
Of April - 2009.
Projects Handled
Project: 1
Project Title
: ConAgra Foods.
Client    

: ConAgra
Duration 
: June-2017 – Present
Role                     : Production Support Engineer
Description:

Conagra Brands, Inc. is an American packaged foods company headquartered in Omaha, Nebraska. ConAgra makes and sells products under various brand names that are available in supermarkets, as well as restaurants and food service establishments.
Roles and Responsibilities:
· Creating/updating the SOP Document as per the business requirement/change.
· Building the different types connectors based on business requirement (Ex: JDBC, Delimited, DBToolkit and Active directory)

· Developing different type of rules required for application instances.
· Have experience of working with Certification processes (Manager Certification).

· Have experience in managing access requests and SoD Policies.

· Have experience in preparing the audit documentation for Access reinstate. 
· Prepared Documentation of the system flow for all products involved.
· Continuously monitoring the Production environment.

· Providing on Call Support on fixing critical production issues.

· Categorization of Issues based on the impacted users.
· Responsible for fixing the IIQ Production issues.
· Closely working with Audit Teams on the Recert Queries.
Environment:. : Sailpoint IdentityIQ, Core Java, JBoss, PL/SQL, Tomcat, Eclipse.
Project: 2
Project Title
: Cigna Healthcare

Client    

: Cigna 

Duration
              : July-2016 to June-2017
Role                     : TAM Support

Description:

Protecting the privileged IDs through PAM.
Roles and Responsibilities:

· Protecting Cigna resources by role-based authentication.
· Applying different types of polices
· Supporting in resolving authentication and authorization issues.
Environment: TAM
Project: 3
Project Title
: GE Identity and Access Management System
Client    

: GE (General Electric)

Duration 
: June-2014 to June 2016
Role                     : IDAM Implementation
Description:


GE is a largest Finance sector. It is having some many numbers of sub sectors also there and having huge customer data. We have handled access of all the employees, customers, developers through ForgeRock. 

Roles and Responsibilities:
· Involved in gathering new requirements and prepared the Requirement Design Document, Impact Analysis and Effort Estimation.

· Involved in extending the Active Directory schema and configuring AD Applications.
· Provisioned users to Active Directory and synchronized passwords using the password policy

· Designed and configured workflows for various connected systems access request approvals.

· Involved in preparing code move documents. Deployed the changes to the production and monitored.

· Captured all the audit events of IDM and reported for security compliance.

Environment: SailPoint Identity IQ 6.3 P4, Core Java, JBoss, CVS, PL/SQL, Tomcat, Eclipse.

Project: 4
Project Title
 :  IAM Support
Client    

 : JP Morgan Chase Internal
Duration
               : Nov-2011 to June-2014
Role                      : Production Support
Description:
SailPoint IdentityIQ is a business-oriented identity governance solution that delivers risk-aware compliance management, adaptive role management, access request management and identity intelligence. Some of the world’s largest organizations are using IdentityIQ to improve security, minimize risk and streamline their compliance efforts.
Roles and Responsibilities:

· Coordinating with Customers during development and testing.

· Building the different types connectors based on business requirement (Ex: JDBC, Delimited, DBToolkit and Active directory)

· Developing different type of rules required for application instances.
· Responsible for fixing the IIQ Production issues.

· Prepared Documentation of the system flow for all products involved.
· Also helping the Recert Operate Team and Audit Teams on the Recert Queries.

· Knowledge transfer to team members provided ongoing security related support for all security milestones during different phases.
Environment:  Sailpoint Identity IQ, Core Java, XML, SQL Server 2005.

