
Name : Suved Patil  
Mobile No : 7620117501  

Email ID : suvedpatil@gmail.com  

Summary  

● 6 + Years of experience in all the phases of Software development lifecycle.  
● Having domain knowledge in Identity and Access Management using various Oracle Product like Oracle 

Identity Manager (OIM.  

● Implementing Identity and Access Management solutions using Oracle Product Oracle Identity Manger 
(OIM).  

● Develop scheduler and event-handler, provisioning and reconciliation process, OIM Certification module, user 
defined functions (UDF)  

● Hands-on experience in Oracle Identity and Access Manager 11gR2PS2.  

● Actively participated in requirement analysis, development, debugging, testing, documentation and deployment. 

● Proven ability as a self-starter, well-recognized team player, while performing well in cross-functional teams with          
excellent interpersonal, Communication skills and strong technical capabilities.  

● Capable to adopt new request, work effectively, eager to learn new technology.  

Education  

Bachelor of Engineering in Information Technology (IT) from SVIT Nashik (Maharashtra).  

Professional Experience  

● Working as Associate Software Engineer in Kapstone Cybersecurity PVT, Pune since 05 March 
2018 to 26 July 2021.  

● Working as Associate Consultant in Infosys Limited, Pune since 02 August 2021 to 14 January 
2022. 

● Currently working as Lead Software Engineer in Persistent, Pune since 19 January 2022. 
 

Technical Proficiency:  

Identity and Access Management : Oracle Identity Manger (OIM), Sailpoint IIQ, Saviynt. 

Oracle Products : Oracle Identity Manger (OIM), Oracle Internet Directory (OID), : Oracle 
Access Manger (OAM).  

Enterprise Software : OIM 12.2.1.3,.OIM 12.2.1.4, SOA, WebLogic, Apache 

Tomcat Operating Systems : Windows, Linux.  

Database Technologies : Oracle SQL  

Tools : Putty client, MobaXterm. 

 

 

 



Projects  

Project-1 : User provisioning  

Organization : Kapstone Cybersecurity PVT  

Duration : March 2018 to December 2018.  

Role : Technical Support  

Team Size : 2  

Responsibilities:  

● Provide and revoke user access.  

● Change user access.  

● Provisioning from CSV to Salesforce.  

Software Tools/Skills:  

Salesforce.  

Project-2 : OIM 10g to 11gR2 PS3 Migration 
Organization : Kapstone Cybersecurity PVT  

Duration : January 2019 to February 2019.  

Role : Development and Support  

Team Size : 4  

Responsibilities  
● Utility for Import and export user migration from 10g to 11g 
● User bulk load activity for 10g to 11g  

Software Tools/Skills:  

Java, Oracle Identity Manger (OIM).  

 

Project-3 : OIM 11g to 12c Migration  

Organization : Kapstone Cybersecurity PVT  

Duration : March 2019 to – October 2019  

Role : Developer  

Team Size : 7  

Responsibilities:  

● Installation and Configuration of Oracle Identity Manager 12C. ● 

Installation and Configuration of OID.  

● Provisioning and Reconciliation.  
● Write Utility for Scheduler, event handler, bulk load activity. 

Software Tools/Skills:  

Java, Oracle Identity Manager 12C, WebLogic, OID.  



Project-4 : Oracle Identity Governance Deployment 
Organization : Kapstone Cybersecurity PVT Duration : Since 
December 2019.  

Role : Development.  

Team Size : 3  

Responsibilities:  
● Utility for Custom email template for reminder  
● Utility for add entitlements in access policy  
● Utility for old open state certification clean up. 
● Utility for add users in Role.  

● Utility for user disable.  
● Utility for disable users account on certification 
expiry. 
● Role Based Certification configuration.  

● Certification campaign launch.  

● User Provisioning and reconciliation  

● Certification process  

● UDF creation  

Software Tools/Skills:  

Java, Oracle SQL, Oracle Identity and Access Manager 11g. 

 

 

Project-5 : Oracle Identity Governance Deployment  

Organization : Persistent 

 Duration : Since April 2022.  

Role : Development and support.  

Team Size : 6 

  

Responsibilities:  

 

 Upgrade from 12.2.1.3 to12.2.1.4. 

 Utility for revoke and assign the user roles. 

 Pre-upgrade and post-upgrade testing. 

 User Roles and Entitlements mismatch data fixed. 

 Logger analysis and changes. 

 DEV to DEV2 migration task 

o Utility for export and import user password and security QnA. 

o Role Creation assigned users to role. 

o Check and assigned all missing user roles. 

 

 

 Support Activity: 

o Daily monitoring activity 

o All OIDM Server Status check 

o Server start up and Shutdown. 

o All target application url check 

o Audit data check 



o Server space check 

o Incident, change request check 

o Extract reports 

o Check Incidents, Change request. 

o Linux patching support, all OIDM servers shutdown and startup process. 

o MRF deployements. 

 

 

 Working on issues: 

o obpasswordExpiryDate is reducing by 1 day after executing the incremental recon job. 

o OID audit script is getting failed   

 

 

 

 

 


