**Kailas Masaye**

Contact -+91-9892178791

Email- kailasmasaye253@gmail.com

**OBJECTIVE**

To seek proactive responsible position where I can continue to expand my knowledge and to contribute in the growth of the organization being a part of overall team.

**SUMMARY**

* Total  **7 + years** of Experience (SOC Operations and Network Support for Enterprise Networks and banking domains).
* Currently working as SOC Engineer and point of contact engineer for Merging of 2 banks with OBC.
* Working on Client location OBC Bank at TATA communications from January **2019 till date i.e 3+ years.**
* Current Working Experience with Cisco-ASA firewall ,Firepower IPS,Radware Ddos ,Skybox .Earlier working with cisco routers,switches, juniper switches, WLC, SD wan, Knowledge on Palo-Alto Firewalls, Imperva etc.
* Involve in Teams,**Security Alert Analysis**, Review and Effective documentation and actions .
* Experience of handling **Networks and troubleshooting it efficiently .**
* Troubleshooting with various teams on P1 calls. Strong understanding and **Responsible for Enterprise Network** Security perspective **DR Drills , fail-over tests** and testing Connectivity , Switching, Routing and Security related issues.

**EDUCATION & TRAININGS**

* **Bachelor of Technology** in **Electronics and communication Technology (ECT)** in Year 2014

**1st Class** from Shivaji University,Department of Technology ,Kolhapur ,Maharashtra. (62.50%)

* H.S.C – SIWS college , Mumbai University , 2010 (62.50 %)
* S.S.C– Mumbai Public School ,Mumbai University ,2008 (76.15%)
* **Certified Ethical Hacker v11** (16-07-2021)
* **CCNA Security certified** 2018. (210-260)
* **Palo-Alto PCNSA**Training at ITsolutions Mumbai .
* Workshop on Ethical Hacking from RST Forum.
* CCNA (Cisco Certified Network Associate) – RST Forum Training.
* CCNP (Cisco Certified Network Profession) - Routing from RST Forum.

**PROFESSIONAL EXPERIENCE**

**Company -TATA Communications Ltd. from January 2019 till now**

Role : Technical Engineer

Project : TCL

Client : **Oriental Bank of commerce**.(Formally PNB )

**JOB DESCRIPTION:**

* Working on DATA Center security role and merging activities of the banks.
* Configure all Security parameters in devices such as ASA firewall , Intrusion Prevention system
* One of the point of contact SOC Engineer for 3 Banks Merging activity and their access and tshoots.
* Providing access and troubleshooting for level 2 .
* checking for Ensure Network security best practices are implemented through auditing : Firewall Configuration ,Change control and Monitoring.
* Optimization and rule clean ups on firewalls.

**Company -RT Networks from June 2018 and Quess Corp Ltd. from August 2018 to January 2019**

Role : Network Engineer L2

Project : HCL Comnet

Client : **Oriental Bank of commerce.**

**JOB DESCRIPTION:**

* Configure ,Implement and maintain all Security parameters and devices such as ASA firewall , Intrusion Prevention system .
* Providing access and troubleshooting .
* Coordinate and monitor log analysis for our managed services offerings to ensure customer polity and security requirements are met.
* Ensure Network security best practices are implemented through auditing : Firewall Configuration ,Change control and Monitoring.
* Optimization and rule clean ups on firewalls.
* Monitoring tools with help of WAF and DAM agents of IMPERVA.
* Managing Cisco Firepower IPS for policy implementation.
* ATM and EJ access issue on firewalls troubleshooting with teams.

**Company - Onwards Eservices pvt ltd. from Sep 2016 to June2018**

Role : Network Support Engineer

Project : Anunta Technology

Client : Anunta Technology and Firstsource LTD.

**JOB DESCRIPTION:**

* Configuration of network devices of access switches and routers for new project and existing project .
* Responsible for support and solutions to network & security issues, and Providing Technical Support to Customers .
* Implementation & Configuration of device hardening.
* performing single handed BCP test and making documents for Audit perspective.
* Manage LAN Connection use Static Routing, VLAN, STP, DHCP protocols.
* Checking the VPN status for client on ASA firewall and troubleshooting with clients ISP.
* Managing network asset inventory through the useful life cycle of each asset.
* Managing the latest configuration and maintaining the standard configuration for all the devices in an organization.
* Tagging case for CISCO products which are in RMA part and follow up for the replacement and configuring new one.
* Detecting, logging, categorizing and prioritizing incidents and providing initial Incident Support which is forwarded from NOC.
* To work on tickets aligned for network bin ,all the network as well hardware devices through network monitoring tool like Euvantage .
* Citrix SD-WAN for links status monitoring and checking reports from this device for issue in links .

**Company - Dynacons systems and solutions. Jan 2016 to Sep 2016**

Role : NOC Engineer

Project : Dynacons systems and solutions.

Client : Air india

**JOB DESCRIPTION:**

* Monitor all network devices, check connectivity .
* Racking/ stacking of equipment and providing network interconnection cabling.
* Monitoring Network status and providing necessary information process analysing the daily reports on hourly basis and tools.
* Troubleshooting of LAN related problem.
* Monitoring network of the WAN links connecting to different centers and connectivity between different branches.
* Monitoring the inbound and outbound traffic of main MPLS router through PRTG Grapher.
* Interaction with other branches, if any problem with the network and take action accordingly with ISP .
* As a onsite engineer , performing tasks for onsite activity for ISP end troubshooting when link is down.

**Company : ITSource Pvt Ltd. Nov 2014 to Dec 2015**

Role : Tech Support Engineer

Project : Wipro

Client : Barclays Bank (Head Office)

**JOB DESCRIPTION:**

* Handling User all IT related Issues in software and Hardware support in
* Keep the back up of latest configuration of Network devices (LAN) and maintaining Documentation of all updates.
* Application level operations such as data transfer, movement / upload of files etc.
* Outlook and banking applications .
* Restoration of operation in case of failure using back-up data.
* Setting up user accounts, permissions and passwords .
* Finding 1st level network faults.
* Monitor and does the health check-up of the entire Network so as to ensure high availability of system resources to the users.

**TECHNICAL PROFICIENCIES**

**Hardware :** Cisco ASA 5555, Cisco ASA5585 ,IPS Firepower, Cisco switches ,Cisco Routers ,Switches ,Juniper switches ,imperva, Palo alto firewall.

**Key Skills :** Security devices handling , Radware Ddos backups ,geo locations blocking on IPS,Network Monitoring, Network management and IP Addressing, TCP/IP, NAT, PAT, Basic Understanding About BGP & MPLS Technology ,VPN Configuration & Management,security devices.

**Certification : CEH v11 , CCNA Security (210-260) .**

**PERSONAL INFORMATION**

**Date of Birth :** 01-November-1992

**Languages Known :** English ,Marathi and Hindi .

**Marital Status :** Married

**Mother Name :** Vandana Laxman Masaye .

**Address :** Antophill ,Wadala .Mumbai-400037

I hereby declare that the above information is correct to the best of my knowledge.

**Place: Mumbai Yours Sincerely**

**(Kailas Laxman Masaye)**