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LinkedIn
__________________________________________________________________________________________

Certified solution architect with experience in the IT industry as DevOps/ Cloud/ Build and Release Engineer with hands on Configuration management, Infrastructure automation, Continuous Integration and Continuous Delivery (CI/CD).

· In depth understanding of the principles and best practices of software configuration management (SCM) in Agile, Scrum and Waterfall methodologies and server-side deployment in application, middleware layers.
· Planned and implemented end-to-end DevOps Cycle and architected the design and migration planning for data and application migration from on-premises to cloud platforms such as AWS, Azure and GCP.
· Worked with AWS services like EC2, S3, RDS, VPC, EBS, ELB, EKS, SNS, SQS, Autoscaling, IAM, Route53, CloudWatch, DynamoDB, Kinesis, Ops Work, Elastic Beanstalk, ECS, CloudFormation and Lambda.
· Implemented AWS Lambda functions to run scripts in response to events in Dynamo DB table, S3 buckets, HTTP requests using Amazon API Gateway and migrating applications to the AWS Cloud.

· Expertise in working with Azure Cloud Services such as Blob Storage, Active Directory, Service Bus, ARM template, AD tenants, Spanner, Big Query, Microsoft Identity Manager (MIM), ARM, Data Factory, Databricks etc.

· Managed Azure Infrastructure Azure Web Roles, Worker Roles, SQL Azure, Azure Storage, Azure AD Licenses. VM Backup and Recover from a Recovery Services Vault using Azure PowerShell and Portal.
· Experience in setting up and configuring AKS clusters on Microsoft Azure with Helm, NGINX, Prometheous, istio, kiali .
· Experienced in using GCP services such as GKE, Compute engine, App Engine, Pub sub, GCP big query and setting up GCP Firewall rules to allow or deny traffic to and from the VM's instances based on specified configuration and worked in designing, architecting, and implementing scalable cloud-based applications using GCP.
· Deployed clusters in Google Cloud and manage the clusters using Kubernetes(k8s). Used Jenkins to deploy code to Google Cloud, creating docker images and pushing them to container registry of Google Cloud. 
· Designed and implemented Security controls for GCP apps like GCP Cloud IAM, Cloud Armor, Cloud Endpoints.
· Designed GCP cloud with Cloud Armor protecting DDOS and acting as Cloud DNS, GCP Cloud Endpoints for proxying the APIs traffic as a Gateway, GCP Cloud Load Balancing and routing the traffic to Cloud routers with private subnets.

· Provisioned the highly available EC2 Instances using Terraform and CloudFormation and wrote new plugins to support new functionality in Terraform with features such as Resource graphs and Execution plans. 

· Developed CloudFormation Templates for different environments (DEV/stage/prod) to automate infrastructure (ELB, CloudWatch alarms, ASGs, SNS, RDS etc.) on click of a button.

· Worked on orchestration tool Kubernetes to provide a platform for automating deployment, scaling and operations of application containers across clusters of hosts and managed containerized applications using its nodes. 

· Managed Kubernetes clusters using Helm charts and created reproducible builds of the Kubernetes applications, managed deployment, service files, and releases of Helm packages running on the same cluster resources.
· Deployed Clusters using Kubernetes and worked on creating many pods, replication controllers, replica sets, services, deployments, labels, ingress, and outgress rules using YAML files.
· Worked on Docker hub, writing Docker files, Building Docker images and handling multiple images primarily for middleware installations and domain configurations. Used Docker coupled with Nginx to achieve CD.

· Experienced with Docker container service and Docker consoles for managing the application by Virtualizing the servers using the Docker for test and dev-environments and configuration automation using Docker containers.

· Experience in configuration and security of Jenkins and Gitlab CI for creating new jobs, managing required plugins, build trigger, build system, and post build actions for end to end automation of build and deployments.

· Experienced in integrating Jenkins with various tools like Maven, Git, SonarQube, Nexus and implementing CI/CD automation for creating Jenkins pipelines programmatically architecting Jenkins Clusters.
· Experienced in implementing Continuous Integration through web hooks and workflows around Jenkins to automate the dev test and production workflow
· Experienced with Ansible playbooks for virtual and physical instance provisioning, creating various roles for application, configuration management, patching and software deployment of the applications/services on hosts. 

· Experienced in using Ansible to manage Web Applications, Config Files, Data Base, Commands, Users Mount Points, Packages and implemented it to manage all existing servers, automate the build/configuration of new servers.

· Experienced in Ansible and Ansible Tower to access the control as Configuration management tool, to automate repetitive tasks, quickly deploys critical applications, and proactively manages change.
· Experienced in working on Chef with Knife commands to manage Nodes, Cookbooks, Chef Recipes, Chef attributes, Chef Templates and extensively used Ruby scripting on Chef Automation for creating cookbooks.

· Experienced in implementing Puppet configurations for all new Linux machines, also Setup puppet master, client and wrote scripts to deploy applications on Dev, QA, production environment.

· Expertise with build tools like Maven for building deployable artifacts such as jar, war files from source code and artifactory repository like Nexus, JFrog to upload artifacts using Jenkins.
· Experienced in Branching, Tagging, and maintaining the versions across different Source Code Management (SCM) tools like GitHub, Subversion (SVN), GitLab, Bitbucket and CVS.
· Installed and configured Splunk to monitor EC2 Linux instances with puppet automation. Created and managed Splunk DB connect Identities, Database Connections/ Inputs, Outputs, access controls and generated reports. 

· Used Nagios log server for network device log collection, network device log visualization, Nagios Network analyzer for net flow collection and analysis of IP transactions.

· Experienced in automating various day-to-day integration, deployment, and administration task by developing Bash, Ruby, JSON, Perl, PowerShell, and Python Scripts in the Development, Test and Production environments.

· Involved in setting up JIRA as defect tracking system and configured various workflows, customizations, and plug-ins for the JIRA bug/issue tracker and worked on with testing frameworks for Junit.js for setup, build and delivery pipeline.
Technical Skills:

	Cloud Platforms 
	AWS, Azure, Google Cloud Platform

	Infrastructure as Code
	Terraform, CloudFormation

	SCM/Version Control Tools 
	GIT, GitHub, SVN, Bitbucket

	Build Tools 
	Maven, ANT 

	Continuous Integration / Continuous Deployment Tools
	Jenkins, Azure devops (TFS)

	Configuration Management Tools 
	Chef, Ansible, Puppet

	Containerization Tools 
	Docker, Docker Swarm 

	Orchestration 
	Kubernetes

	Scripts/ Languages 
	Shell (Bash), python, PowerShell, Ruby, YAML/JSON 

	Operating Systems
	Ubuntu, CentOS, Enterprise Linux, Windows

	Databases
	SQL Server, MS SQL, NoSQL, MongoDB

	Artifactory
	Nexus, JFrog 

	Monitoring Tools 
	Nagios, Splunk, CloudWatch, ELK Stack

	Web Servers 

	Apache, Nginx, Tomcat, JBoss, WebSphere, WebLogic 


Professional Experience:

Vanguard, Pennsylvania





                                             

          Aug 2020 - present

Sr Cloud DevOps Engineer

Project Description: 

One of the world's largest investment management companies offering a large selection of low-cost mutual funds, advice, and related services. I am part of the enterprise accounts team to design, develop and support a web application and UI interface to access 401k accounts to the Financial Advisory using AWS and Azure as cloud infrastructure using CI/ CD.
Roles & Responsibilities:

· Experienced in analyzing the business requirements, design solutions, and develop architecture and design documents based on the design considerations in AWS and created the VPC infrastructure, ACLs, Subnets, Route Tables, Internet Gateway and NAT Gateway.
· Planned and designed migration strategies for application and data migration from on-premise servers to AWS using different strategies such as rehosting and refactoring.
· Worked on AWS/RedHat OpenShift Infrastructure design, deployment, and operational support and managed automation playbooks and documentation related to OpenShift.

· Implemented a 'serverless' architecture using API Gateway, Lambda, and Dynamo DB and deployed AWS Lambda code from S3 buckets, created Lambda Deployment function, configured it to receive it from S3 bucket.
· Involved in designing and deploying multitude applications utilizing almost all the AWS stack (Including EC2, Route53, S3, RDS, Dynamo DB, SNS, SQS, IAM ) focusing on high-availability, fault tolerance, and auto-scaling in AWS Cloud Formation.
· Designed, developed, and managed large scale hybrid cloud solutions leveraging all Azure infrastructure management (Azure Web Roles, Worker Roles, SQL Azure, Azure Storage, Azure AD Licenses, Office365). 
· Worked with Virtual Machine Backup / Recover from a Recovery Services Vault using Azure PowerShell and Portal.

· Designed and configured Azure Virtual Networks (VNets), subnets, Azure network settings, DHCP address blocks, DNS settings, security policies, routing and deployed Azure IaaS (VMs) and Cloud services (PaaS role instances).
· Developed Terraform scripts to create VPC subnets and spin-up multiple instances with defined configuration within the VPC created utilizing public and private subnets based on requirement.
· Created Kubernetes Pods, clusters, replication controllers, services, labels, health checks and ingress by writing YAML files and deployed microservices on Docker containers.

· Used Jenkins CI/CD pipelines to drive all microservices builds out to the Docker registry and deployed on Kubernetes.

· Created Pods and managed using Kubernetes and created private cloud using Kubernetes that supports DEV, TEST, PROD.
· Worked on Docker hub, creating Docker images, handling images for middleware installations and domain configuration, container snapshots, attaching to a running container, removing images, and managing containers.
· Extensively used Docker for virtualization, run, ship, and deploy the application securely for fasten the build/release.
· Worked on all major components of Docker like, Docker Daemon, Hub, Images, Registry, and Docker Swarm.
· Build and deployed custom Docker images from Artifactory into EKS K8s cluster as part of the CI pipeline.
· Deployed application which is containerized using Docker onto a Kubernetes cluster which is managed by Amazon Elastic Kubernetes Service (EKS).
· Experience using kubectl, kubelet and Schedule the jobs using kube - scheduler and managing K8s charts using Helm 
· Created additional Docker Slave Nodes for Jenkins, using custom Docker Images and pulled them to ECR and monitored using Prometheus and wrote Python script for Prometheus Alert-manager alerts to send alerts in Linux VM.

· Implemented CI through web hooks and workflows around Jenkins to automate the dev test and production workflow.
· Administered and engineered Jenkins for managing weekly build, test and deploy chain, GIT with Dev/Test/Prod Branching Model for weekly releases.

· Installed Jenkins/Plugins for GIT Repository, Setup SCM Polling for Immediate Build with Maven and Maven Repository and Deployed Applications in AWS using Terraform scripts.
· Installed, configured Ansible and triggered Ansible playbooks from the Terraform instance.tf file as a local-exec call

to deploy the application to the provisioned servers and automated continuous deployment using Ansible playbooks.
· Installed, created, and configured Ansible playbooks for provisioning the instances, creating subnets, and installing packages physical instance provisioning, configuration management, patching and software deployment.
· Configured Ansible to manage AWS environments and automate the build process for core AMIs used by all application deployments including Auto Scaling and Terraform Scripts.

· Worked on Maven for the development of build artifacts on the source code, maintained scripts developed in shell, created, and modified build configuration files including POM.xml, performed releases using Maven release plugin.
· Experienced in using Nexus and Artifactory Repository Managers for Maven. Ensured the security of Web applications by generating SSL certificates and accessed them securely.

· Worked on Bitbucket for managing and hosting the source code to private Bitbucket Repositories configured Jenkins for integrating it in CI/CD process.  
· Configured Splunk to monitor applications deployed on application server, by analyzing the application/ server log files, user, group creation, monitoring and using Linux commands and Splunk system monitor.

· Responsible for CI/ CD process implementation-using Jenkins along with Python and Shell scripts to automate routine jobs and wrote groovy scripts for multi branch pipeline projects in Jenkins to configure it as per requirements.

· Deployed and managed web services with Tomcat and JBOSS and deployed several test applications in the instances of QA environment. Developed scripts to automate routine jobs using python and shell script.
· Involved in setting up JIRA as defect tracking system and configured various workflows, customizations, and plug-ins for the JIRA bug/issue tracker. And worked on with testing frameworks Junit.js for setup, build and delivery pipeline. 
Environment: Azure, AWS, Terraform, Kubernetes, Docker, Jenkins, Ansible, Maven, EKS, Nexus, Bitbucket, Splunk, Groovy, Python, Junit, JIRA, Tomcat, JBoss, etc.
Verizon, California






                                                            Oct 2019 – Jul 2020

Sr. DevOps Engineer

Project Description: 

Verizon is the world’s largest telecommunications company; I am part of the platform team in migrating the legacy on- premise application to cloud using Terraform. Used Kubernetes and Docker for containerization deployment scaling and load balancing of the application.

Roles & Responsibilities:

· Provided migration plan and strategy for cloud, and strategy to migrate infrastructure and data from On-prem data center to AWS Cloud using different strategies like rehosting and refactoring to get more secure and cost-effective design.
· Configured a Virtual Private Cloud (VPC) through private and public networks in AWS by creating various subnets, routing table, Network ACL, NAT gateways. 

· Supported AWS Cloud EC2 instances and used AWS command line Interface to manage and configure various AWS services. Experienced working with IAM to create new accounts, roles and groups. 
· Architect, designed, developed and managed large scale hybrid cloud solutions leveraging all Google Cloud infrastructure management and deploying the content Cloud platform on GCP using Compute, Google cloud storage and GCE persistent disks. 

· Worked with Google Kubernetes Engine (GKE), Cloud SQL, Cloud Datastore, Cloud Big Data, Cloud memory store, compute engine, Cloud Dataflow, Cloud Pub/Sub and also developed GKE private clusters for enhanced security.
· Design and develop ETL Processes in AWS Glue to migrate data from sources like S3, ORC/Parquet/Text Files into AWS Redshift and also was responsible for data extraction, aggregations and consolidation of Adobe data within AWS Glue using PySpark

· Involved in deploying the content Cloud platform on GCP using Compute, Google cloud storage and GCE persistent disks. Experience in performance tuning and query optimization in GCP Big Query. 
· Used Terraform to deploy the infrastructure necessary to create development, test, and production environments for a software development project.
· Worked on Kubernetes to manage containerized applications using its nodes, Configuring Maps, selector services and deployed application containers as Pods.
· Managed Kubernetes using Helm charts. Created reproducible builds of the Kubernetes applications, managed deployment, service files, and releases of Helm packages running on the same cluster resources.
· Worked on Docker container snapshots, attaching to a running container removing, image managing, directory structures. Virtualized the servers using the Docker for the test environments and development environment and performed configuration automation using Docker containers.
· Created, managed, and performed container-based deployments using Docker images containing Middleware and Applications together and Evaluated Kubernetes for Docker container orchestration.
· Designed and distributed private cloud system solution using Kubernetes (Docker) on CoreOS and used it to deploy scale, load balance and manage Docker containers with multiple versions.
· Implemented a CI/CD pipeline with Docker, Jenkins (TFS Plugin installed), Team Foundation Server (TFS), GitHub and Azure Container Service, whenever a new TFS/GitHub branch gets started, Jenkins, our Continuous Integration (CI) server, automatically attempts to build a new Docker container from it.
· Used Ansible and Ansible Tower as Configuration management tool, to automate repetitive tasks, quickly deploys critical applications, and proactively manages change.  
· Responsible for developing the Ansible playbooks, defined automation tasks using YAML files format and to manage inventory, orchestrate software updates and verify functionality and document all infrastructures into version control.
· Experienced in creating inventory, job templates and scheduling jobs using Ansible Tower and expertise in writing Ansible playbooks.

· Installed and configured Ansible and triggered Ansible playbooks from the Terraform instance.tf file as a local-exec call to deploy the application to the provisioned servers

· Using Ansible to set up ELK stack (Elasticsearch, Logstash, Kibana) and troubleshoot any build issues with ELK.

· Installed and Configured the Jfrog and integrated with different environments of Artifactory instances and created CI/CD pipeline for Artifactory using the plugin provided by Jfrog.
· Monitored the application and Infrastructure by analyzing the logs and observing the user dashboard using Splunk.

· Build artifacts (war and jar) from Jfrog Artifactory are deployed into Apache Tomcat app server using PowerShell Scripts

· Wrote various scripts using python, python Boto3, Bash to automate development and deployment tasks.

· Wrote Python scripts for pushing data from DynamoDB to MySQL Database. Also created and maintained the Python deployment scripts for Web Sphere web application server. 

· Expertise in using Microsoft IIS Web Server, Apache Tomcat, Web logic and WebSphere Application servers.
Environment: GCP, AWS, Azure Devops (TFS), Terraform, Kubernetes, Docker, Bamboo, Maven, JFrog, GIT, GitHub, Splunk, Ansible, Helm Charts, Python, Tomcat, PowerShell etc.

Bank of America, Mumbai - India




                                                                        Jan 2016 – Dec 2018

DevOps Engineer          

Project Description

Bank of America is multinational investment bank and financial services. I was working with the wealth Management and for Client Financial team. Client Financials (CF) was a startup project to develop for the Financial advisors to handle their clients. I was part of this team to design, develop and support a web application and UI interface to access using Azure as cloud infrastructure. I was also responsible to maintain CICD pipeline for deploying updates, automate, maintain and monitor the application.

Roles & Responsibilities:

· Responsible for creating recommendations on how to duplicate a subset of on-premise machines to the Azure Infrastructure as a Service (IaaS) offering which will be used for disaster recovery.

· Experienced in Azure Site Recovery and Azure Backup- Deployed Instances on Azure environments and in Data centers and migrating to Azure using Azure Site Recovery and collecting data from all Azure Resources using Log Analytics and analyzed the data to resolve issues.

· Used Azure Blob Storage to access required files and Azure Storage Queues to communicate between processes.

· Experience in writing templates for Azure Infrastructure code using Terraform to build staging and production environments. Integrated Azure Log Analytics with Azure VMs for monitoring the log files, store, and track metrics.
· Used Code Deploy to automate code deployments and to run updated scripts for instances on GCP cloud and on-premise instances by eliminating the need for error-prone manual operations and did performance tuning and query optimization in GCP
· Created Clusters using Kubernetes and worked on creating many pods, replication controllers, replica sets, services, deployments, labels, health checks and ingress by writing YAML files.

· Implemented Kubernetes to deploy scale, load balance, scale and manage docker containers with multiple name spaced versions.

· Implemented a production ready, load balanced, highly available, fault tolerant Kubernetes infrastructure.

· Deployed Windows and Linux based Docker containers with popular container orchestrators like Kubernetes and DCOS provisioned by the Azure Container Service and integration of container registries, specifically Docker Hub and the Azure Container Registry into DevOps workflows.
· Worked on Docker Hub, Docker Container network, creating Image files primarily for middleware installations & domain configurations. Evaluated Kubernetes for Docker Container Orchestration.
· Integrated GitHub with Jenkins and scheduled Cron jobs periodically using poll SCM and wrote CI/CD pipeline in Groovy scripts to enable automation of build and deployment using Jenkins.

· Built a Jenkins -based CI/CD pipeline, speeding product deployment and allowing greatly improved testing of all aspects of the deploy process.
· Implemented CI/CD pipeline using Jenkins and extensively worked for End-to End automation for all build and deployments by Integrating Jenkins with Git, SonarQube and Artifact.
· Created Chef Cookbooks and Recipes to automate the deployment process and integrated with Jenkins jobs for Continuous Delivery (CD) framework. Deployed a centralized log management system and integrated into CHEF.

· Deployed, configured Chef server including bootstrapping of Chef client nodes for developing Chef recipes using Knife, used Ruby scripts to create Chef cookbooks to manage configuration on Chef Server to initiate Chef Nodes.

· Used MAVEN as build tool for deploying of artifacts on the code and integrated Maven with Jenkins in CI/CD pipeline.
· Authored pom.xml, build.xml files performing releases with the Maven release plugin, and managing artifacts in NEXUS artifactory.
· Automated the migration of Subversion (SVN) repositories to Git while preserving the commit history and other metadata like branches, tags and authors and created pre/post commit hook scripts for Subversion (SVN) and pre/post receive hook scripts for Git to enforce various CM Policies.
· Installed and configured Splunk to monitor application and server logs and monitored & troubleshoot Network, Linux and Windows servers using Splunk.

· Developed Python and shell scripts for automation of the build and release process.

· Used Bash scripting for automated processes in managing disk space, deleting old logs, scripts for cron jobs.
· Integrating Defect tracking tool JIRA with Confluence and Jenkins CI server for identifying, logging and, tracking and documenting defects/issues in real-time.
Environment: Azure, GCP, CloudFormation, Terraform, Kubernetes, Docker, Jenkins, Chef, Maven, Nexus, Git, Splunk, Python, Shell, Junit, Python, Bash, Perl, Ruby etc.

ABN Amro , Mumbai -India






                                         Aug 2013 – Dec 2015

Build and Release Engineer

Project Description

ABN AMRO bank provides integrated solution to investors, asset managers and brokers worldwide. I was a part of 

Analytics team and I was responsible for build and automation process for continuous deployment. Maintain web server, integrate source control systems and building software with open source components and dependencies.

Roles & Responsibilities:

· Hands-on experience in Infrastructure Development and Operations involving AWS Cloud platforms, EC2, EBS, S3, VPC, RDS, SES, ELB, EKS, SNS, DynamoDB, Autoscaling, CloudFront, Elastic Cache.

· Used IAM for creating roles, users, groups and implemented MFA to provide additional security to AWS account.
· Involved in writing Cloud Formation templates for spinning up the infrastructure as per the requirement.
· Worked on several Docker components like Docker Engine, Hub, Machine, Docker Compose and Docker Registry, creating Docker images and handling multiple images primarily for middleware installations and domain configurations.

· Created Docker images using a Docker file, worked on Docker container snapshots, removing images and managing Docker volumes.

· Configured applications that run multi-container Docker applications by utilizing the Docker-Compose tool which uses a file configured in YAML format.
· Developed Processes, Tools, Automation for Jenkins based Software for Build system and delivering SW Builds.

· Managed Build results in Jenkins and Deployed using workflows. Delivered specific versions of various components of an application into target environments.  
· Responsible for installation & configuration of Jenkins to support various Java builds and Jenkins plugins to automate continuous builds and publishing Docker Images to the Nexus Repository

· Installed and configured automated tool Puppet that included the installation and configuration of the Puppet master, agent nodes and an admin control workstation.  

· Hands on experience with puppet manifests for deployment and automation and integrated Puppet with Jenkins to fully deploy on to a Jenkins server to provide continuous deployment and testing to automate deployment of infrastructure. 
· Developed build and Deployment Scripts using ANT build tool in Jenkins to move from one environment to other environments.  

· Maintained and Administered Subversion Source Code Tool. Integrated Subversion into DevOps deploy to automate the code check-out process.

· Used Nagios as a monitoring tool to identify and resolve infrastructure problems before they affect critical processes and worked on Nagios event handlers in case of automatic restart of failed applications and services.
· Created and maintained the Shell/Perl deployment scripts for Web Logic web application servers and developed Perl and shell scripts for automation of the build and release process.
Environment: AWS, Docker, Jenkins, Puppet, ANT, Subversion, GIT, ANT, Shell, Perl, JIRA, Python, BASH, Puppet, JAVA/J2EE, WebSphere

Client: Krisnela Technologies, Mumbai -India




                           Duration: Jan 2013 –Jul 2013

Role: Linux System Administrator                                                                                                     

Roles & Responsibilities:

· Provide systems administration support for UNIX systems including server and workstation upgrades, backup and disaster recovery monitoring, user account setup and security administration.

· Monitor the servers and Linux scripts regularly and installed, tested the latest software on server for end-users.

· Deployed latest patches for Linux and Application servers and performed RedHat Linux Kernel Tuning.

· Used Bash, Perl scripting for automated processes in managing disk space, deleting old logs, and scripts for cron jobs.

· Developed automated processes that run daily to check disk usage and perform cleanup of file systems on UNIX environments using shell scripting and CRON. Expert in installing, configuring and maintaining apache/tomcat, samba.  

· Experience in installation and administration of TCP/IP, NFS, DNS, NTP, auto mounts, send mail and print servers.

· Install and configuration of Web hosting administration HTTP, FTP, SSH, & RSH.

· Installation of RedHat EL 4.x.5 using Kickstart/PXE and SUSE Professional desktop 10x.

· Support of RHEL 6 for the production. Network troubleshooting using 'ndd', 'traceroute', 'netstat', 'ifconfig’, 'snoop'
· Installed and configured of Solaris and Linux servers using JUMPSTART and KICKSTART installation and periodic Patch Upgrading using live upgrade.

Environment: RHEL, RedHat Linux, Bash, MySQL, Perl Scripts, JIRA, Apache, VMware, Cron, PHP, Nagios, Virtual Box.

Client: Spectranet ISP Networks, Bangalore - India



                                        Duration: Aug 2010 –Dec 2013

Role: Jr. Linux System Administrator  

Responsibilities:

· Handling the day-to-day Operations, install software, apply patches, manage file systems, monitoring performance and troubleshoot alerts and installing and administration of Centos, Ubuntu and Red hat servers. 

· Created user profiles, implementing security policies and performed disk space and the process monitoring.

· Experience in user account management and extensively worked in creating python and shell scripting for the automation of tasks and provided support for application upgrade and rollback on the Linux Servers as well as initiating and terminating services. Experienced in using Linux built-in command lines like FTP to transfer the files from local to a remote desktop.

· Worked on RPM package manager to install, update, verify, query and erase software packages on Linux Servers and worked on automation of activities using bash scripting.

· Production support for installation, configuration, management and troubleshooting of Apache, My SQL DB, Tomcat server engines and also troubleshoot the network and firewall issues.

· Experience in creating, deploying and managing Linux and Windows workloads using Red hat Enterprise Virtualization manager for enhanced performance.

· Used Nagios to monitor the day to day performance and maintenance operations throughout the client’s network.

Environments: Red Hat Linux 4.0,5.0, CentOS, Autosys, VMware ESX 3.5.0, VMware vSphere 4.0, GIT, Shell Scripting, MySQL, Tomcat, Nagios.
Educational Details:

· Northeastern University, Boston, MA                                                                                                                                             Jul 2020 

Master of Professional Studies in Analytics  
· University of Mumbai, India                                                                                                                                                           May 2010
· Bachelor of Engineering in Electronics and Telecommunication   

