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	Udrick has 9+ years of experience in Information Technology with 4years of experience as an AWS solution Architect with a proven track record in performance and delivering over dozens of high-profile projects. Committed to fast product development and implementation while retaining emphasis on stability, security, fault tolerant, resilient and a scalable architecture. 

Udrick possesses the skills to quickly adapt to any environment during any point of the project cycle and provide efficient response to company deadlines and system complications.


EDUCATION/CERTIFICATIONS
· Bachelor`s in Computer Science | University of Dschang, Cameroon (2007 – 2010)
· AWS Certified Security - Specialty
· AWS Certified Solutions Architect – Professional (SAP-C01)
· AWS Certified Solution Architect - Associate (SAA-C01) 
· Oracle cloud Infrastructure Associate - OCI
· Oracle Certified Associate 12c (OCA), Oracle Certified Associate 11g (OCA)

PROFESSIONAL SUMMARY
· Designed, implemented HA, DR, Secure, Scalable, Resilient, and Cost-effective solution on AWS using VPC, EC2, EFS, RDS, Security Groups, NACL, NAT, SNS, ELB, Route53 etc.
· Designed, implemented and maintained all AWS infrastructure and services within a managed custom VPC and service environment.

· Worked extensively with AWS services such as EC2, S3, VPC, ELB, Auto scaling, Route 53, IAM, CloudTrail, Cloud Watch, SNS, Lambda, Amazon Simple Queue Service (SQS), Amazon Simple Notification Service (SNS), and Amazon Simple Workflow Service (SWF) etc.
· Designed, Deployed and maintained enterprise class security, network and systems management applications within an AWS environment leveraging Security groups, NACL.

· Successfully designed and implemented a secure, scalable and fault tolerant infrastructure with HA and DR capabilities for major organizations on Oracle OCI.
· High Availability – Real Application Clusters (RAC).

· Disaster Recovery – Data Guard (physical, active, snapshot and logical standby).

· Backup and Recovery – RMAN, User-managed backup (hot and cold), full and incremental.

· Database migration – Data pump, transportable tablespaces, RMAN, Dataguard, Golden Gate
· Oracle database security – User account management, audit, TDE.
· Languages - bash shell scripting, Ansible, Terraform, Python, SQL, PL/SQL, Docker, GitHub
· Platforms – Unix, Linux, Solaris, Windows.

· AWS Security: CloudTrail, Security Hub, GuardDuty, Inspector, IAM, KMS, WAF

                                          PROFESSIONAL EXPERIENCE
Infosys/Visa                                                                                                                         Austin TX
AWS Architect                                                                                                        01/2020 – Present

· Designed, implemented and maintained all AWS infrastructure and services within a managed service environment.
· Designed, deployed and monitored infrastructure in public clouds (AWS) using Infrastructure as Code (Terraform, Ansible).
· Implemented AWS security best practices using services CloudTrail, Security Hub, GuardDuty, Inspector, IAM, KMS, WAF. 
· Network Management - VPC Peering/Transit gateway between VPCs (between AWS accounts). 
· Created or reviewed Terraform templates that automated the entire infrastructure for the application while following standards. 
· IAM role management (Creation of IAM Roles, IAM policies. Enabling the right roles to users, Assume role).
· Implemented security best practices in AWS including multi factor authentication, access key rotation, encryption using KMS, firewalls- security groups, NACLs and S3 bucket policies.
· Optimized cost through instances, selection and changing of EC2 instance types based on resource need, S3 storage classes and leveraging Auto scaling etc.
· Worked extensively with AWS services such as EC2, S3, VPC, ELB, Auto scaling, Route 53, IAM, CloudTrail, Cloud Watch, SNS, API etc.
· Creating/Managing DNS records on Amazon Route 53.
·  Setup/Managing VPC, Subnets; make connection between different zones; Blocking suspicious ip/subnet via ACL.
· Assigning roles to EC2 instances to access/store data from other AWS services like S3, Cloud watch etc.
· Managing DNS names and Alias record in Route53 to catch up load balancer.

· Knowledge on referent routing policies i.e., simple, latency, weighted, failover and geo location
· Support the business development lifecycle (Business Development, Capture, Solution Architect, Pricing and Proposal Development).
· Hands on experience in AWS provisioning and good knowledge of AWS services like EC2, S3, ELB, VPC, Cloud Watch, IAM, SNS etc.
· Lead development team in designing/migrating AWS cloud-based solutions

· Worked with distributed teams to designed and developed frameworks, solution accelerators, proofs of concept, and external customer facing products

· Advanced knowledge of databases (Oracle, MySQL and SQL Server), database migrations from on-premise to cloud.
· Experience working on teams operating under an Agile Scrum delivery methodology.
· Automation of the repetitive tasks using configuration management tool called Ansible by using the playbooks.

· Enabling automated backups and Multi-AZ to improve database performance on RDS.
· VPC – Creating Instances in VPC, assigning subnets and Elastic IPs to get network, Creating NAT Gateways using Elastic IP. Creating Internet Gateway, Route Tables for subnets

Oracle Corporation                                                                                                            Austin TX 
Sr. Consultant Architect and Migration                                                                  7/2018 – 1/2020                                                                                          
· Designed, architect and implemented a highly secured, high available (HA) and disaster recovery (DR) enterprise cloud solution with high bandwidth, low latency, private and encrypted network connectivity from costumer datacentre to OCI Virtual cloud network (VCN) in Oracle public cloud. 

· In-depth experience on OCI services including Compute, VCN, IAM (NAT Gateway, IGW, Remote/Local Peering gateways, Route tables, Security list, Service gateway, IPsec VPN, FastConnect, Object storage, Block Volumes, Database instances, Archive Storage).

· Used Oracle Identity Access Management Service (IAM) to consolidate and manage Authentication/Authorization for organisations through Federation.

· Used OCI Load Balancing service and implemented a public load balancer to manage and control the flow of traffic to multiple backend servers.
· Planned, implemented policies, and procedures for disaster recovery. Setup and administered Physical, Snapshot, Logical and Active standby databases using Oracle Data Guard.
· Developed, planned, and implemented full multi-site disaster recovery and high availability     solutions for major organizations on Oracle 11g, 12c.
· Planned and migrated multiple databases across platforms using different migration approaches and techniques based on database or platform requirements. 
· Performed Real Application Testing (RAT) for all migrated databases and tuned application code, database instance and database storage structure for optimal performance. 

Old Dominion University                                                                                                Norfolk, VA 
AWS Solution Engineer Specialist                                                                            3/2018 – 7/2018
· Successfully designed, architected and implemented a secure, and fault tolerant cloud solution with HA and DR capabilities for major organizations on AWS.
· Designed and implemented a highly performant infrastructure by leveraging ElastiCache, CloudFront Distribution to cache common queries on a database and architect read replicas for read queries.

· Used Terraform and CloudFormation templates to automate the provisioned a secure, scalable, cost-effective and high available AWS infrastructure.  
· Implemented highly secure infrastructure multi-tier web applications leveraging public and private subnets.
· Planned and scaled up/out multi-tier application design on AWS. Increased compute capacity automated scale out to meet application performance need.

· Implemented high security for company data by encrypting data at rest and added layer of security for accidental deletes of files.
· Implemented share storage solution to application on AWS using EFS.
· Planned, installed, setup and administered 3-node MongoDB replica-set with Arbiter on RHEL.
· Performed database backups/recovery using mongo-dump and mongo-restore utilities.
· Migrated multiple MongoDB databases from old hardware to new hardware. Setup solid monitoring, backup strategy for all MongoDB databases.
· Implemented MongoDB upgrade from MongoDB 3.2 to 3.4 and to 3.6 on RHEL 6.4 servers.
· Planned, installed and configured SQL Server 2017 on RHEL 7.3. Migrated multiple databases from SQL Server 2012 to SQL Server 2017.
· Created users per project request, implemented solid backup strategy and monitored databases using SSMS.
· Setup MySQL 5.7 and migrated data from MySQL 5.6 to MySQL 5.7 server on both PROD and Test environments. Automated MySQL backup with custom Bash scripting using MySQL-dump utility.
United Launch Alliance                                                                                                      Irving TX              
AWS Solution Architect                                                                                            12/2014 – 1/2018
· Designed, implemented HA, DR, Secure, Scalable, Resilient, and Cost-effective solution on AWS using VPC, EC2, EFS, RDS, Security Groups, NACL, NAT, SNS, ELB, Route53 etc.

· Implemented a four node 10g RAC cluster on Linux platform with ASM storage.
· Troubleshot and resolved web application issues escalated from customer support and other departments with a 100% success rate.
· Planned and scaled up/out multi-tier application design on AWS. Increased compute capacity automated scale out to meet application performance need.
· Performance Tuning for Optimized results using Explain-Plan, SQL-Trace, STATS PACK reports and AWR Reports. Provided recommendations using ADDM reports. 
· Performed various tasks like Administering RAC using SRVCTL, adding nodes and instances, Administering Storage Components, Parameter Management, and Configuring High Availability Features for RAC.
· Worked on SQL tuning using SQL Tuning Advisor, SQL Access Advisor, SQL Profiler and SQL Optimizer.
· Capacity planning: Allocate system storage and plan future storage requirements.
· Wrote scripts to automate database backups and database/schema refresh using shell scripts.


AT&T                                                                                                                           Richmond, VA 
Oracle Database Administrator                                                                                   7/2012 - 10/2014
· Prepared technical architecture proposals for enhancements and migrated an existing standalone database to RAC database.
· Provided senior technical support to Developers, troubleshot performance issues and maintained high availability and security of databases.
· Analysed databases to identify potential performance bottlenecks such as response delay locks, contention, wait event using tools like OEM and dynamic performance.
· Collaborated, worked together with development and operations staff and resolved problems quickly and efficiently.
· Maintained Physical, Logical, Active standby databases supported by Data guard on Oracle 11g, and 10g RAC servers for the purpose of disaster recovery procedures.
· Maintained and administered high availability solutions such as Real Application Cluster (RAC) in Oracle 11gR2 Grid and 10g on ASM file system.

· Planned and applied PSU/CPU patches and upgraded multiple databases from 10g to 11g.

· Increased data security; implemented TDE and database auditing, created threshold on database metrics and set alert for a stronger security.
· Analyzed and tuned the Database to identify potential database bottlenecks such as response delay locking contention, wait event using tools like STATSPACK, EXPLAIN PLAN, and TKPROF.
· Collaborated, worked together with development and operations staff and resolved problems quickly and efficiently.
· Maintained Physical, Logical, Active standby databases supported by Data guard on Oracle 11g, and 10g RAC servers for the purpose of disaster recovery procedures.
· Installed, configured, deployed and monitored different databases and application servers using Oracle OEM 12c Grid Control.
· Increased data security; implemented TDE and database auditing, created threshold on database metrics and set alert for a stronger security.
· Maintained Active Data guard, creating both Logical and Physical Standby databases for DR solutions.
· Worked on 24/7 environments, supported, monitored, managed and troubleshot database related issues over 300 oracle 10g, 11g and 12c databases with sizes from 300G to 29TB.
· Implemented backup strategies used RMAN for incremental/full backup and Datapump to backup logical components.

