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S Sudheer Kumar Reddy
Contact:   +91 7349313051, Email: ssudheer2809@gmail.com

Career Overview
Having an overall 9 years of experience in IT Industry

4+ years of AWS Cloud Engineer
5 years of Network Engineer 



Technical Proficiency:
	Compute: EC2
Storage: S3, S3 Glacier, Storage Gateway, AWS Backups
	Security, Identity, and Compliance: IAM, Resource Access Manager, GuardDuty, Amazon Inspector
	Report Networking & Content Delivery: VPC, NAT Gateway, IGW, CloudFront, Route53, API Gateway, Direct Connect.

	App Integration: SNS, SES, SQS
Database: RDS, Elastic Cache, DynamoDB.

Migration & Transfer Service: AWS Transfer Family, AWS Snowball
	AWS Cost Management: Billing, AWS Cost Explorer, AWS Budgets, AWS Marketplace Subscriptions
	Management & Governance: AWS Organizations,  CloudWatch, CloudFormation, AWS Autoscaling, CloudTrail,  Trusted Advisor, Control Tower, AWS SSO


· AWS services like Elastic Compute Cloud (EC2), Elastic Beanstalk, Auto-Scaling, Elastic Load-balancers, S3, EBS, Cloud Front, EFS, RDS, VPC, Route53, Cloud Watch, Cloud Trail, IAM, SES, SNS, Redshift, Cloud Formation, IGW & NAT GW.
Professional Experience
· Worked at Huawei Technologies from March -16 to June - 23 in Bangalore(Worked in Egypt 1month for project Handover)
· Worked at Ericsson from Dec - 14 to March – 16 in Mumbai
· Worked at ALUMS from Aug 14 to Nov 14 in Mumbai

Educational Qualifications
· B.Tech(ECE) from JNTUH (2007-2011) with an aggregate of 61%

· Intermediate from Board of Intermediate Education, A.P. with 74%

· S.S.C. from Board of Secondary education AP, with an aggregate of 64%
Summary of Work Experience:
· From 2019 been with Huawei – Ooredoo as AWS Cloud Engineer.
· Experience in Designing AWS Architecture, Implementing Organization SysOps strategy in various environments of Windows along with adopting cloud strategies based on AWS.

· Provisioned Platform for 4 to 5 environments by using Cloud Formation.

Project 1: AWS Launchpad 
·  Developed AWS native Devops pipeline and Integrated Ghost Inspector to test the application functionality in AWS Code Pipeline. 

·  Technologies: AWS API Gateway, EC2, Cloud Formation, S3, Dynamo DB, IAM,  Kinesis, Cloud 9
Project 2: Taking care of the existing Architecture on Cloud for AEM Application 
· Adobe Experience Manager for Ooredoo Project: This is a cloud component and is a content management platform for building websites and mobile applications along with managing digital assets and content. 
· Ooredoo Funds has an AWS account, in which their Digital Marketing Application, which is Adobe Experience Manager is running. We are responsible of taking of the Application Architecture, all Production, SIT, Dev, Management, DR Environments. 

· Preparing Cost Estimations for AWS Services as per Application Team requirement 

· Analysing the Reservation Plan, Savings Plan, OnDemand Charges and place EC2, RDS instances in appropriate plans according to their usage for the Cost Optimization it will reflect the savings in Monthly. 

· Migrated the Database from Microsoft SQL Server to RDS Aurora. 

· Global Database is created with One Writer in AZ1, NV and Read Replicas in AZ2 NV & DR Region AZI. Enabled Guard Duty and created the setup (created CloudWatch Rule. Securing Environment by keeping components within VPC and communicating service over the private network using VPC Endpoints. 

· Ensuring Data security Using Encryption KMS. Defining IAM roles, IAM Policies, and resources access policies. Restricting user Access to specific Resources. 

· Configuring Autoscaling for the EC2 instances for High Availability. Creating Config Custom Rules for analysing internal Workloads. Ensuring Data security Using Encryption KMS. Defining IAM roles, IAM Policies and resources access policies. Restricting user Access to specific Resources.
· Cross AWS Account Access to IAM Users Groups using Assume Role Permissions.
· Configuring RDS Global Database with Write and 2 Read Replicas to achieve failover solution and high availability. Creating CloudWatch Alarms to monitor and troubleshoot any app or infra issues. Configuring CloudWatch Rules and arms Triggers to send SNS Notifications
· Configuring Network Load balancers and attaching the Target Groups to forward the traffic to respective Application Servers.

· Configuring Autoscaling for the EC2 instances for High Availability.
· Creating Config Custom Rules for analyzing the AWS internal Workloads.
Roles & Responsibilities @Huawei Technologies(March-16 to April -19)
Project: TIGO
· Worked in Tanzania 1month for project Handover 

· Operation & Maintenance of the Core Network for desired SLA and Executing Preventive Maintenance Activities, Planned Events for Fault Clearance.

· Experience in monitor and first level troubleshooting of MSS,HSS,USN,UGW.

· Knowledge of Cell creation/configuration.

· Handling customer complaints efficiently with proper troubleshooting and giving support to 24*7

· Operation & Maintenance of the Core Network for desired SLA and Executing Preventive Maintenance Activities, Planned Events for Fault Clearance.

· Ability to understand application issues involved in GSM Services.

· Monitoring alarms on Huawei routers and cisco router devices. 

· Having  good knowledge on ISP related issues.

· First level analysis and Troubleshooting problems in Network Element.

· Follow-ups and Closure for Trouble Ticket & work order for Day to Day faults by the use of Remedy tool.

· End to end rectification of Fault related Alarm from Trouble Ticket, till their closure

· Monitoring of Performance Errors in the Network for BSS,CS and PS.

· Regular Interaction with clients along with Sales for taking proactive and preventive actions to avoid any future issues.

· Coordinating with other service providers & third party vendors for issue closure smoothly.

· Handling all first level escalations
Roles & Responsibilities @ALUMS(Aug-14 to Nov-14) & EGIL (Dec-14 to Mar-16)
Project: Reliance Communications
· Working in FM RAN/CORE team in Reliance communication.

· Having good knowledge of 2G/3G network related issues.

· Rectifying network related faults of Reliance GSM/CDMA network of all over India.

· Operation & Configuration of BSC, BTS/Node B (Lucent BTS, ZTE & HUAWEI IP based BTS and BSCs) system for the entire CDMA and GSM network.

· Coordinate with Transmission Team to ensure end-end connectivity of media Configuration / Loading of the BTS sites in BSC & Remote BSC using Loop-Break test.

· Trouble shooting in BSC and BTS.

· Making Trouble Ticket (TT) and appending them to Responsible teams.

· Monitoring BSC alarms and Clearing them.

· Coordinating with Site Engineers and TAG team for Fault Clearance.

· Netrac (Net KT) from TTI Telecom for centralized Alarm monitoring.

· Remedy user (AR System) from BMC Software for Trouble Ticket Management.

· Net Term Telnet client from Inter Soft International, Inc. for Lucent CDMA OMC-R login.

Declaration
I do hereby declare that of information and facts stated herein are true, correct and complete to the best of my knowledge and belief.                                                                            


Sudheer Kumar Reddy.                                                                                 

