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            E-mail: sneha.jaiswal0110@gmail.com 

Profile:
An IT Professional aspiring to become a DevOps engineer/consultant. Worked as an Information Security Analyst at Wells Fargo India Solutions Pvt Ltd, Bangalore having a total IT experience of 4 years. Looking for an opening where my skills can be leveraged to meeting the organizational need and can be enhanced. Strong ability to network with people across all levels.
Professional Experience:
	Sep 2011 – June2014
	Wells Fargo India Solutions Pvt Ltd

	July 2010 – Sep 2011
	ACS Inc., A XEROX Company


Academic Qualification:

	Examination
	Institution
	University/Board
	Year

	Bachelor of Technology
	IITT
	HPU
	2008

	HSC
	RBS College
	BIEC
	2004

	SSC
	DPS
	CBSE
	2001


Technical skills

· Knowledge of Linux and scripting languages (Python)
· Proficient with various development, testing and deployment tools – Git, Jenkins, Docker, Kubernetes, Ansible

· Good understanding of DevOps key concepts like Infrastructure as Code (IaC)
· Knowledge of CI/CD pipelines
Technical Achievements
· A technocrat in Mainframe Application certified by Maples ESM Technologies Pvt. Ltd., Pune.

· A technocrat in CCNA, RHCE, MCSE certified by HCL CDC, Pune.

Professional Work Profile:

· Platform: Windows Server 2003, Windows XP, Window7
· Responsible for managing and maintaining data in Mainframe.
· Implementing of Active Directory including installation of Additional Domain Controllers and creation/ delegation of Organization units.

· Performing Administrative task like managing user accounts, maintaining user’s profiles, implementing Group Policy’s, assigning rights and permissions etc.
· Working on automation tool such as Novel AIM & Hitachi IDM to customize the software as per requirement.

· Configuration and Implementation of Windows 2003/2008 Servers in large enterprise with 1000+ serversWindows2003/2000 Active Directory Administration. 
· Trouble shooting of DNS/DHCP Issues.
· Updating servers with latest service packs and hot fixes.
· Patching of the all windows based servers.
· Vendor coordination and escorting of Server hardware issues.
· Team player with excellent communication and problem solving skills.

· Serve as a resource to all teams in evaluating and proposing technical alternatives for resolving client issues.

· Excellent technical and analytical skills with clear understanding of design goals
· Identify, design, and implement fixes to problems with existing security processes;

· Maintain global security settings and global access table

· Assist in the planning, testing and implementation of the proper security setups for upgrades to operating systems and
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· Review and test all requested security changes to verify that security integrity is not degraded by the change
· Provide day-to-day technical support in maintaining the information system, including responsibility for ensuring processes are complete and error-free

· Day to day coordinating between onsite and offshore from offshore
Professional Achievements

· Awarded “Feather in the Cap” award for achievement through special efforts/performance in the area of client service.
Projects
1.

Organization
: Wells Fargo India Solutions

Environment
: Mainframe, Active Directory, Windows XP, Windows7

Wells Fargo India Solutions Pvt Ltd is an American multinational banking and financial services holding company headquartered in San Francisco, California, with "hubquarters" throughout the country. It is the fourth largest bank in the U.S. by assets and the largest bank by market capitalization. Wells Fargo is the second largest bank in deposits, home mortgage servicing, and debit cards. In 2011, Wells Fargo was the 23rd largest company in the United States. Wells Fargo is one of the "Big Four banks" of the United States, along with JPMorgan Chase, Bank of America and Citigroup—its main competitors.  
· Reviewing all high-level security commands issued for appropriateness every week

· Providing security reports and evidence to Sarbanes Oxley (SOX)

· Evaluated effectiveness of SOX processes and Shared information and ideas about SOX

· Shared information and ideas about SOX testing assignments and accepted feedback

· Responsible for performing internal audits and assessing risks & compliance issues across the organization and report the same for successful mitigation

· Interacted client organization and external auditors about execution of test plans

· Able to work on the process documentation and conduct training on information security and compliance

· Coordinating during any External Audits, Assisting in Process Definition and implementation 

· Supporting the process documentation, conduct training on information security and compliance

· Ensure that comprehensive documented security processes are implemented
· Maintain and proactively clean-up RACF database to keep it at a very high security level (e.g. no inactive and unused users, groups, profiles, classes and more )

· Investigating security related issues and violations on customer requests

· Following up on RACF database health (performance and expanding)
2.
Organization
: ACS a XEROX Company
Client

: Mc Donald

Environment
: Mainframe, Active Directory, Windows XP

Tools

: Novell, Telnet
McDonald's Corporation (NYSE: MCD) is the world's largest chain of hamburger fast food restaurants, serving more than 58 million customers daily. It is an American, multinational, Fortune 108 company.  A McDonald's restaurant is operated by a franchisee, an affiliate, or the corporation itself. The corporation's revenues come from the rent, royalties and fees paid by the franchisees, as well as sales in company-operated restaurants. McDonald's revenues grew 27% over the three years ending in 2007 to $22.8 billion, and 9% growth in operating income to $3.9 billion. The McDonald's headquarters complex, McDonald's Plaza, is located in Oak Brook, Illinois. It sits on the site of the former headquarters and stabling area of Paul Butler, the founder of Oak Brook.Chicago Loop McDonald's moved into the Oak Brook facility from an office within the  in 1971.
Mainframe and NIM (Novell Identity Management) is commonly used to refer to the client system that maintains the employee information. NIM provides an interface that you can use from your web browser.  Implementation of NIM in ACS is used for creating, managing, modifying and deletion of employees’ accounts. McDonald has many applications, so check the approval 
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status of their requests and work on tasks assigned. Performing mainframe ID administration functions such as resetting passwords, suspending IDs, reactivating revoked IDs, removing password violations etc., on different LPARS on
various mainframe security platforms. Experience as RACF administrator. Knowledge of RACF commands. Updating the client regarding the job status and notifying them in case of abends.
In addition to these benefits, this tool will also:

· Automate workflows and electronic forms to streamline HR people-based activities throughout the entire employment life-cycle.
· Automate processes for On Boarding/Off Boarding users to improve new hire turnaround time and data security.
· Present a single source of people data that is consistent and reliable across all our systems.
· Decrease time, effort and associated risks in processing terminated accounts/user access.
· Initiating bridge calls whenever necessary and working tediously to meet pre-assigned Service Level Agreement.

3.
Organization
: ACS a XEROX Company
Project

: Implementation of Novell AIM fully on ACS environment
Team Size
: 8

Responsibilities
: Checking, configuring, debugging and developing drivers for AIM.
Implementation of Novell AIM in ACS is used for creating, managing, and deletion of employees account from AIM. AIM provides an interface that you can use from your web browser. From the Requests and Approvals tab, you can request a CID and password for non-employees, check the approval status of their requests and work on tasks assigned to them. In addition to these benefits, this tool will also:

· Automate workflows and electronic forms to streamline HR people-based activities throughout the entire employment life-cycle;

· Automate processes for On Boarding/Off Boarding users to improve new hire turnaround time and data security.
· Present a single source of people data that is consistent and reliable across all our systems.
· Decrease time, effort and associated risks in processing terminated accounts/user access.

Personal Information:

Husband’s name 

: Mr. Mayank Sah
Date of birth

: October 01, 1984
Gender


: Female 

Marital Status

: Married
Passport no.

: H9413192
Pan Card No.                      :AJOPJ1638G
